This document is intended for the use of the DCP Consortia staff conducting cancer chemoprevention studies under contract with the NCI/DCP. _____________________________________________________________________________________________________________________

DCP CONSORTIA STANDARD OPERATING PROCEDURES

FINAL DATABASE LOCK AND FINAL DATA DELIVERY
A. Overview:
Performed collaboratively by Consortium Lead Organization (CLO) Site Coordinators (or their designees) and the Division of Cancer Prevention (DCP) Monitoring Contractor’s Data Management (DM) team after all study data have been entered and the appropriate number of electronic Case Report Forms (eCRF) have been approved and verified in the DCP Oracle Clinical (OC) - Remote Data Capture (RDC) database for a completed or prematurely terminated study.
B. CLO Responsibilities:

1. Schedule and conduct the database close-out teleconference.
a) Notify the DCP DM team with a projected date for locking the database as soon as it is agreed upon at the site. This date must occur after all participants have completed all required steps in the study. Refer to the Checklist for Study Close-Out.
b) The DCP DM team will schedule a teleconference for discussing the locking procedure, if needed. This teleconference will include the DCP Medical Monitor and/or Nurse Consultant/Specialist, the CLO Site Coordinator, other key CLO staff members, and the DCP Monitoring Contractor’s DM team.  During this teleconference the DCP DM team should be notified if the CLO plans to perform a staged database clean up in preparation for a final database lock, i.e. data are cleaned and user access limited on a site-by-site basis.  Refer to section C.2 of this SOP for additional information.
2. Complete the CLO review of data.
a) Ensure that all paper Case Report Forms (pCRF) across all versions are entered into the DCP OC-RDC database.

b) Ensure that there are no unresolved discrepancies including system-generated and manual discrepancies created by the Regulatory Contractor, site Quality Assurance (QA) Reviewers, CLO Monitors and DCP Monitoring Contractor Clinical Research Associate (CRA) Reviewers.

c) Ensure that all electronic data files that received DCP approval to be e-loaded or posted to the CDT website have been sent to the DCP DM team.  Some examples of these files include endpoint data, biomarker data or PK data.
d) Ensure that appropriate numbers of eCRFs have been approved or verified per the Consortia’s Master Data Management Plan (DMP).

e) Ensure that close-out visits were completed for all participating sites, including the CLO, if applicable.

f) Receive confirmation from the DCP DM team that all discrepancies have been resolved and closed.
3. Request the lock of the database by completing and submitting the DCP OC-RDC CLO Data Lock Checklist/Request form to the DCP DM team. This form will be provided at the time of the database close-out teleconference or per CLO request, and should be completed by the CLO Site Coordinator. The DCP DM team will confirm that all tasks on the OC-RDC CLO Data Lock Checklist/Request have been completed.  If there are any inconsistencies or questions, the DCP DM team will initiate contact to either discuss the findings or schedule a follow-up conference call.
C. Helpful Information on Locking Data:
1.
Study data can be preserved by applying electronic security procedures such as ‘locking’ the data. Locking data implies a ‘soft lock’ in which updates to the data can only be made by users that have been granted the ‘privileged update’ permission.  This is not a standard site permission, and must be requested by the CLO and approved by DCP. 

A database lock:
a. Locks all data entered for a study.

b. Only allows a designated user with ‘privileged update’ permissions to make updates to the locked data.
c. May require data to exist in the locked state until the final manuscript is submitted to the DCP-Protocol Information Office (PIO)..
2. The CLO may choose to implement a staged database clean-up procedure in preparation for final database lock where database clean up and QA activities are completed on a site-by-site basis, and database access is restricted per site after all activities are complete.  As was previously accomplished with a partial database lock, a staged database clean-up will allow for site-specific clean and approved data to be preserved (by limiting a site’s user access) while data clean-up continues at other sites. To restrict user access at a site, contact the DCP Helpdesk and request that database access be removed for specified site users.  
3. The CLO, designated DCP staff, DCP’s Regulatory Contractor and select DCP Monitoring Contractor staff will be notified via email when the study database has been locked.
4. The datasets generated after the final database lock will be posted on the DCP Clinical Data Transfer (CDT) website at https://www.dcp-consortium-cdt.org/default.asp with an identifier that the data sets are final and locked. The CLO, designated DCP staff and select DCP Monitoring Contractor staff will be notified via email that the locked datasets have been posted.
5. If the study was blinded, the CLO will be required to submit the unblinded data to the DCP Monitoring Contractor for posting on the CDT website. The submission of the unblinded data occurs after all database lock activities are complete. Additional information on submitting the unblinded data can be found in the DCP Unblinded Data Procedure posted on the CDT website.
D. Additional Information:
Refer to the DCP Consortia Acronym List to see the description for commonly used acronyms in this SOP.
 Please send questions and comments to the DCP Help Desk at:
1-844-901-4357 or dcphelpdesk@dcpais.com
SOP# 19: Conducting the close out visit
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Step 4: Closing Out a Cancer Prevention Clinical Trial; SOP # 3

Location of this SOP on the DCP website:  http://prevention.cancer.gov/clinical-trials/clinical-trials-management/2003-dcp-consortia-early
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