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National Cancer Institute (NCI)/Division of Cancer Prevention (DCP)

Requirements for Master Data Management Plan (DMP)

For the Phase I and Phase II Clinical Trials of Cancer

Chemopreventive Agents
I. Purpose:

· Data Management is the administration and supervision of “tasks associated with the entry, transfer and/or preparation of source data and derived items for entry into a clinical trial database.” (CDISC Clinical Research Glossary, December 2011, http://www.cdisc.org/).  It is an essential activity for those data collected during the conduct of a clinical trial funded by NCI/DCP to ensure quality and accuracy of data; and compliance with Good Clinical Practice (GCP) guidelines and federal regulations such as Health Insurance Portability and Accountability Act (HIPAA) requirements. The purpose of the Data Management Plan (DMP) is to assure that sites have procedures and controls in place to ensure protection of human subjects participating in a study and the authenticity, integrity, and confidentiality of study data. 

· A DMP is a document prepared by the Consortium Principal Investigator (PI) or designee to address data management practices and processes at the Consortium Lead Organization (CLO).  This plan is submitted to NCI/DCP for review and approval. The NCI/DCP Master DMP template should be used as the foundation for developing a consortium-specific data management plan. 

II. General Requirements:
· NCI/DCP requires that data management practices comply with Federal regulations including but not limited to 21 CFR Part 11, GCP and HIPAA requirements and that organizations conducting clinical trials under NCI/DCP funding demonstrate their compliance with these regulations.    

· The Consortium PI has the ultimate responsibility for ensuring that Consortium protocols are conducted in compliance with the NCI/DCP data management requirements as documented in the NCI, DCP-approved DMP.

· Each NCI/DCP Chemoprevention Consortium will have an approved Master DMP on file that will be applied as the default to all protocols that originate through that Consortium. This Master DMP will describe the procedures and controls for data management for the Lead Organization and all Participating Organizations that enroll participants on consortium studies.  For unique circumstances, such as an interconsortia study, a study-specific DMP will supersede the consortium-specific DMP for each participating consortium and will apply to that study only.
· Lead and Participating Organizations will use the NCI/DCP-hosted electronic remote data capture (RDC) systems to manage and report clinical data with exemptions approved by NCI/DCP.

· NCI/DCP requires that site staff that perform any aspect of data management, or use NCI/DCP-hosted RDC, have the education, training, and experience required to perform their assigned tasks.  The NCI/DCP Monitoring Contractor will contact the site for a list of the key personnel assigned to each role in the NCI/DCP-hosted RDC including Data Entry, Quality Assurance or Monitoring.  Since roles may be assigned specific to a protocol, the CLO will provide this list for each study.
· NCI/DCP requires that a paper CRF is completed and used as a reference for data entry into NCI/DCP-hosted RDC and when performing quality checks for identifying data entry errors. Any deviations from this process must be approved by NCI/DCP.
· A Master DMP will be developed for each Consortium by the CLO and will apply to all studies conducted through that consortium. 
· For data management processes that apply only to a specific protocol, the CLO should submit Attachment #1, the Master DMP Addendum, to document the differences between the Consortium’s Master DMP and the specific study procedures. 

· If significant changes in procedures are required, the CLO may create a study-specific DMP (e.g., for interconsortia studies). 

·  Attachment #1 or a study -specific DMP will require submission to NCI/DCP for review and approval. 

· If changes to the Master DMP that are applicable to all studies performed by a Consortium are required, the DMP must be revised and submitted to DCP for review and approval.
III. Site Responsibility: 

· The DMP should include a statement that the Consortium Principal Investigator is responsible for all aspects of the Data Management Plan.

IV. Case Report Form (CRF) Development and Implementation: 


· Use of Template CRFs: The CLO or official designee (e.g., organization leading the protocol) will submit protocol-specific CRFs using the standard set of NCI/DCP Chemoprevention CRF Templates, which use NCI Common Data Elements (CDEs). 

· Modifications and Additions to Template CRFs: Selected forms in the CRF template set are identified as mandatory, and will need to be included without modifications when submitting the CRF packet associated with a protocol. Other forms in the standard CRF Template set may be modified to capture unique scientific and analysis data elements for a protocol if the data elements are not included on these CRF Templates. NCI/DCP will only approve CRFs that are relevant to the science, regulations and objectives of the protocol. CRFs used for tracking consortium-specific tasks will not be programmed into the NCI/DCP-hosted RDC.  Refer to the “Manual for the Completion of CRFs” by clicking on the CRF Instructions link located on the NCI/DCP website (http://prevention.cancer.gov/clinicaltrials/management/consortia/step-1/protocol#casereport) for a complete list of mandatory forms and data elements.  
· Reuse and Development of CDEs: NCI CDEs, where available, will be used for all new and modified CRFs (i.e. modifications as allowed within the specifications noted above).  However, all new terms and questions included on CRFs must use CDEs that are currently available in the Cancer Data Standards Repository (caDSR) or the CLO must work with the NCI/DCP CDE Curator to develop new CDEs. In general, new data elements will be added to a CRF if they are important for collecting data points relative to the science of the protocol and regulations, and/or if they will potentially be analyzed to support the scientific intent of the study.
· Submission of CRF packet as Study-Related Documents: The CRF package includes three components or attachments that provide information needed for protocol data management. Attachment #1 references the Schedule of Forms which describes, in sequential order, those CRFs that should be completed at each clinical event. The Schedule of Forms also indicates which CRFs will be completed on paper as well as within the NCI/DCP-hosted RDC. The CLO will submit the complete, protocol-specific CRF set as Attachment #2 of the CRF package. Coding Conventions, which describe specific information required to complete select elements, are included in the CRF package as Attachment #3.  
· Other (non-eCRF) Data Collection Relevant for the Study Analysis: The DMP should specify data that are to be collected on instruments other than eCRFs (e.g., nutritional assessments, quality of life data or data from other external sources). These are data that would not be directly entered into NCI/DCP-hosted RDC, but aggregate results or total scores may be reported using a CRF that is specifically designed for this purpose. The protocol’s lead organization will assess any special data collection requirements for pharmaceutical collaborators or the local institution and address these issues with NCI/DCP during protocol development.
· Database Development: The NCI/DCP Monitoring Contractor will convert the approved paper CRFs designated for electronic data entry into eCRFs (electronic screens for data entry). Appropriate site staff will work with the Monitoring Contractor to develop the CRFs as required to capture essential data. The CLOs will work collaboratively with the Monitoring Contractor to develop rules and edit checks to address data ranges, data types and coding of missing values. CLOs are to respond in a timely manner to requests for information from the Monitoring Contractor working on NCI/DCP-hosted RDC so that database development can be completed by the planned date.

· Changes to CRFs: After the study CRFs are approved and the study database developed, the Lead Organization should judiciously assess the impact of planned CRF modifications and submit changes only if necessary to support the scientific intent of the study.  Any such changes must be submitted to NCI/DCP for review and approval along with the protocol amendment if applicable. The Monitoring Contractor developing the NCI/DCP-hosted RDC database will make the required changes to NCI/DCP-hosted RDC after NCI/DCP approves the amended CRFs.  The CRF versioning guidelines should be consulted regarding the use of CRF versions. These guidelines are available for download from the NCI/DCP Clinical Data Transfer (CDT) website (https://www.dcp-consortium-cdt.org/default.asp). 
V. NCI/DCP RDC Training:

· Staff at the lead organization and participating organizations who will be entering data or officially reviewing data for a protocol must complete training on electronic systems hosted by NCI/DCP as stipulated in 21 CFR Part 11.

· The NCI/DCP Monitoring Contractor will provide the required training on the NCI/DCP-hosted RDC using strategies based on current educational practices. 
· Candidates for training on the NCI/DCP-hosted RDC will be proposed by CLO site coordinators. The name and projected role of each individual in the Consortium’s data management should be provided when submitting names as candidates for training.  
· NCI/DCP will review the training candidate list and will issue approvals for candidates to receive training as needed with consideration given to study timelines and resource needs.
· Training requirements may differ by user role. Each staff member who is assigned a role in the database must successfully complete the required training components of that role to demonstrate competency. 

· A training account will be provided for training purposes. The production account for the NCI/DCP-hosted RDC production environment will be provided once all components of training has been successfully completed, the protocol specific database is ready for the production phase, and the CLO has confirmed the study level roles for the users. 

· The CLO and the NCI/DCP Monitoring Contractor will maintain records of staff training.

VI. Data Collection:
· After a protocol has been approved, NCI/DCP will assign a list of unique identifiers for each subject.  These identifiers will be provided to the CLO by the NCI/DCP Monitoring Contractor.  

· Once a person has signed the protocol-specific informed consent, that person is considered on study or officially participating on the study. An Off Study form must be completed to indicate the reason for his/her designation of “off study” regardless of the circumstances for this designation. 
· The DMP should reference that adverse event verbatim terms will be coded to the appropriate version of the Common Terminology Criteria Adverse Event (CTCAE) term. The NCI/DCP’s Regulatory Contractor will review the adverse events and coded terms and if necessary, manual queries will be created within the NCI/DCP OC-RDC database to request clarification of discrepant data. 

· Procedures should be established by the site to maintain the integrity of the blinded data as required and these procedures should be documented in the protocol.
· For all blinded studies, the unblinded data will be submitted to the NCI/DCP Monitoring Contractor so those data can be included with the NCI/DCP-hosted RDC data to create a final, complete data set for the study. The NCI/DCP Unblinding Procedures provide additional information regarding the receipt of the unblinded data and are available for download from the NCI/DCP Clinical Data Transfer (CDT) website (https://www.dcp-consortium-cdt.org/default.asp). They can also be obtained via email by contacting the NCI/DCP Monitoring Contractor (NCI-DCPMonitoring@westat.com). 
VII. Data Entry and Processing:
· The Lead and Participating Organizations shall enter study data via NCI/DCP-hosted RDC, which constitutes the database of record that will be subject to NCI and FDA audit.

· NCI/DCP requires that the Consortium PI, Principal Investigator and/or the Investigator at Participating Organizations or designee be responsible for the review and approval of study data.

· Sites are responsible for entering complete, reliable and accurate study data into electronic systems hosted by NCI/DCP. Prior to entering data into NCI/DCP-hosted RDC, a paper CRF should be completed and used as reference for data entry and when performing quality checks for identifying data entry errors. Paper and electronic versions of the CRF must reflect the same data points and information.  Sites must key data to the electronic version of the CRF that corresponds to the paper version used for data collection and abstraction.

· The DMP will include the acceptable time frames for data entry and data correction as the following: 

· Data entry should be completed within 14 calendar days of the scheduled visit.  This 14-day timeline should be considered when CLOs are collecting participant data on paper forms at remote sites for centralized data entry and/or are performing data entry for a remote site when a connectivity issue cannot be resolved despite adherence to guidelines established by NCI/DCP.  Paper CRFs should be completed and promptly submitted to allow for timely entry of data into NCI/DCP-hosted RDC. 
· Corrected data should be submitted within 14 calendar days after a site has been notified of a discrepancy. 

· If a study requires the collection of large amounts of data documenting results from the analysis of blood and/or tissue specimens, two routes for data entry may be considered by the NCI/DCP Medical Monitor and the study PI. 
· One consideration is the use of an electronic process that will automatically load large data sets to NCI/DCP-hosted RDC to minimize the potential for transcription error. The Electronic Loading Policy should be consulted regarding the process for obtaining approval of electronic data loading. This policy is available for download from the NCI/DCP Clinical Data Transfer (CDT) website (https://www.dcp-consortium-cdt.org/default.asp) or it can be provided via email by contacting the NCI/DCP Monitoring Contractor (NCI-DCPMonitoring@westat.com). 
· Alternatively, these large data loads that may be the result of readouts from laboratory instruments could be stored in their original format on the CDT website for use as determined by the NCI/DCP Medical Monitor and the study PI.  A description or annotation of the data fields provided must be submitted with the data set and will be posted on the CDT website. 
· These options for receipt of large data sets will not be considered for clinical laboratory data that are collected to assess the clinical status of a participant. Clinical data must be reviewed by health care professionals to address any abnormalities that may indicate a study participant’s untoward response to a study-specific intervention. The review of these clinical data may also prompt the reporting of an adverse event.
VIII. Quality Assurance:
· Definition: 
· Quality Assurance (QA): “All those planned and systematic actions that are established to ensure that the trial is performed and data are generated, documented (recorded) and reported in compliance with good clinical practice (GCP) and the applicable regulatory requirements.” (CDISC Clinical Research Glossary, December 2011, http://www.cdisc.org)
· Quality Control (QC): “The operational techniques and activities undertaken with the quality assurance system to verify that the requirements for quality for the trial related activities have been fulfilled”. (CDISC Clinical Research Glossary, December 2011, http://www.cdisc.org)
· The DMP should describe the process for review and approval of all study data at the Lead Organization and each Participating Organization specifying what percentage of forms will be marked APPROVED in the database.
· NCI/DCP requires that only trained persons perform QA procedures.  Training requirements should be described in the DMP and documentation of training should also be available for review by NCI/DCP.
· Data entry personnel must not perform Quality Control (QC) checks of his/her own work.  
· When requested, NCI/DCP will consider allowing specific RDC user(s) to have dual roles (e.g., Data Entry and Quality Assurance functions or Data Entry and CLO Monitor functions). This request should include a reason for this dual role, which will be submitted in writing to the DCP Help Desk (NCI-DCPMonitoring@westat.com).  The CLO will track users with dual roles to ensure that data entry personnel are not performing QC checks of his/her own work. 
· The DMP must describe quality control procedures and methods for documenting changes to data.  For the NCI/DCP-hosted RDC, record reviews will be conducted by the designated site Quality Assurance reviewer and also, by either the designated CLO Monitor or the NCI-DCP Monitoring Contractor’s Site Monitor to verify accuracy among the source document, the paper CRF and the electronic data entry screen. For study data managed outside of the NCI/DCP-hosted RDC, the record review will be conducted to verify accuracy between the source document and the completed data collection instrument.  
· The DMP should identify the personnel responsible for performing the record review and describe the process and frequency for conducting the quality control checks.  The plan should include:

· Protocol components to be assessed (e.g., informed consent document, inclusion/exclusion criteria, and clinical evaluations). At a minimum, records that reflect safety and study end-points should be selected for review.  If the QA Reviewer or the CLO Monitor will be assigned to review and APPROVE/VERIFY a certain percentage of keyed forms, that percentage should be specified.

· The time frame for conducting a QA record review should be within 14 calendar days of the data entry.

· The time frame for data correction should be within 14 calendar days after QC checks.

· The system for documenting and tracking the records that were reviewed, which includes the documentation of manual discrepancies in NCI/DCP-hosted RDC to comply with 21 CFR Part 11.  Results of the record review should be tracked and documented.  NCI/DCP will provide a report via the Clinical Data Transfer (CDT) website that is generated from NCI/DCP-hosted RDC that lists all manual discrepancies.  The report will be updated on a monthly basis to reflect current data.
· Methodology for selecting records for review will be documented in the DMP. Example: Records targeted for review should include those documenting an adverse event.
· In general, NCI/DCP requires that, for all data entered through the NCI/DCP-hosted RDC, 10% of all participant charts or a minimum of three charts per study per site be randomly chosen or selected for QA review. If less than 10 participants are accrued at a site after activation of a given protocol, at least three participant charts must be reviewed.  
· For CLO Monitoring of data entered through the NCI/DCP-hosted RDC, NCI/DCP requires that the charts for the first five participants enrolled and randomized in a study be selected for review at the initial monitoring visit.   For subsequent visits, charts for the next five participants enrolled and randomized should be selected for review. Any charts with SAEs that have occurred since the last site monitoring visit should also be reviewed.

· Sites are responsible for monitoring the quality of data, ensuring a consistent level of quality, identifying potential or actual problems that impact data quality and revising procedures as necessary. The DMP should describe the processes to ensure quality data including problem identification and resolution, communication with the Consortium PI, Principal Investigator and/or Investigator at each Participating Organization.

· When errors are identified, describe steps taken by the site staff to prevent future errors.  The description should include the following elements:

· Problems or issues related to data quality will be identified during the QA review of electronic data and will be presented to the PI and data entry staff. 

· Strategies to correct the problem will be discussed by the staff with a written plan of action developed to correct the problem.  

· The process for notifying the CLO, as well as the Participating Organizations, of this plan of action.  

· The plan of action for correcting these errors will be made available for NCI/DCP to review. 

IX. Study Close-out and Database Lock

· At the completion of a study, data in the NCI/DCP-hosted RDC must be accurate (reflecting a true representation of the information in the source document), complete (all required data are keyed into the system), cleaned (all data discrepancies must be corrected and completely resolved), audited (all required quality assurance and quality control activities must be performed as well as the final site visit by NCI/DCP or their designee), and locked for analysis within three months of the last participant’s exit from the study.  The appropriate NCI/DCP Consortia Standard Operating Procedures should be consulted as needed.

· The DMP should also describe the integration of those data collected outside of NCI/DCP-hosted RDC that will be needed for the final phase of study data management.  

X. Security:
· All organizations must establish adequate security procedures to maintain the accuracy, reliability, integrity, availability, and confidentiality of all study participant data and other study related data.

· The NCI/DCP Monitoring Contractor can provide a security plan if requested by a site IRB.

· The DMP should include a description of the security plan specific for each site and should delineate responsibilities and expected behavior of all individuals who have access to study data and systems.  The DMP should address any concerns regarding security requirements and propose strategies to mitigate risk.

· Methods should be described to protect study data that are not collected in the NCI/DCP-hosted RDC to guard against loss due to unforeseen system failures. 

· The federal security personnel will be notified when a potential vulnerability is discovered.  This federal official will assess the specifics of the potential vulnerability and determine the level of risk and action to be taken.  Depending on the nature and severity of the risk, NCI/DCP and the NCI/DCP Monitoring Contractor will develop a plan of action and notify the CLOs and relevant sites of this plan. The immediacy of the development and implementation of the plan will be dictated by the severity and nature of the risk. 

XI. Record Retention

· Specify the time frame for the retention of the clinical records for all participants, including CRFs, source documentation (containing evidence of study eligibility, history and physical findings, laboratory data, results of consultation, etc.), as well as IRB records and other regulatory documents as follows:

· Records will be retained in compliance with HIPAA, Office for Human Research Protections (OHRP), Food and Drug Administration (FDA) regulations and guidances and NCI/DCP requirements unless the standard at the site is more stringent
· The records for all IND studies must be maintained, at a minimum, for two (2) years after the approval of a New Drug Application (NDA). If no application is to be filed or if the application is not approved for an indication, records must be maintained until 2 years after the investigation is discontinued and FDA is notified. (http://www.accessdata.fda.gov/scripts/cdrh/cfdocs/cfcfr/CFRSearch.cfm?fr=312.62)
· For NCI/DCP, at a minimum, all IRB study records including participant records will be retained for three (3) years after the completion of the study

· NCI/DCP will be notified prior to the planned destruction of any study related documents
· State that study records will be retrieved for copying if an inspection is requested by authorized persons of NCI/DCP and/or the FDA.  
· Records will be retained such that they are accessible within five (5) working days of a request to review.

XII. Review of Data Management Plan:
· CLO DMPs and attachments must be reviewed annually based on the CLO Master DMP approval date or as directed by NCI/DCP to evaluate the currency, adequacy and effectiveness of the procedures described in the plan.  NCI/DCP and the Monitoring Contractor will initiate the review by incorporating revisions to the latest, approved Master DMP Template and/or any CLO-specific procedural changes, if appropriate, into the CLO Master DMP.  NCI/DCP will forward the revised Master DMP to the CLO for review and modification.  After all revisions are considered final by the CLO and NCI/DCP, NCI/DCP will approve the Master DMP, insert the approval date and the CLO review date within the final version as per the example provided below. The NCI/DCP PIO will send a clean copy of the final document to the CLO.  

· Any revisions to the CLO Master DMP must be reviewed and approved by NCI/DCP.  The revised, approved Master DMP will supersede all other plans and will be applied to new protocols unless there is a need for the revised DMP to be used for a protocol in production. 

· If no changes are needed to the CLO Master DMP based on the annual review, NCI/DCP will add a reviewed date below the Approved by NCI/DCP designation on the last page of the CLO Master DMP as per the example below: 

Approved by NCI/DCP MM/DD/YYYY

Reviewed by SITE MM/DD/YYYY
DCP Master DMP Template
DCP Approval Date XX/XX/XXXX
DCP Master DMP Template
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